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Introduction

The Electronic Questionnaires for Investigations Processing (e-QIP)
is part of an e-government initiative sponsored by the Office of
Personnel Management (OPM). The e-QIP allows applicants to
electronically enter, update, and transmit their personal
investigative data over a secure Internet connection to their
employing agency or security management office for review and
approval of the personnel security investigation request.

The e-QIP is accessible from a secure website at www.opm.gov/e-gip
that i1s designed to hold all personnel security investigative forms.




Electronic Questionnaires for Investigations
Processing (e-QIP)

Policy

The Electronic Questionnaires for Investigations Processing (e-
QIP) has replaced the Electronic Personnel Security
Questionnaire (EPSQ), previously used within the Department of
Defense (DoD) as the automated request for personnel security
investigations. The e-QIP is part of an e-government initiative
sponsored by the Office of Personnel Management (OPM). The e-
QIP allows applicants to electronically enter, update, and
transmit their personal iInvestigative data over a secure
Internet connection to their employing agency or security
management office for review and approval of the personnel
security investigation (PSI) request.



Web Browser Requirements

The e-QIP 1s compatible with Microsoft Internet Explorer (IE),
Netscape, and Mozilla. The following specific versions will be
compatible:

Using Internet Explorer you must have version 5.5 or later, with

Service Pack 2. Internet Options for IE should be set as follows:
- Enable JavaScript

- Enable Cookies (e-QIP uses one session cookie only.)

- Enable TLS 1.0

- Enable Scripting

Using Mozilla, you must have version 1.0 or newer. Although
security settings may already be defaulted to the proper values,
you should verify by doing the following in this order:

- Select "Edit"”

- Select "Preferences™

- Select "Privacy and Security"

- Select "SSL"

- Under SSL Protocol Versions, enable "SSL Version 2, "SSL
Version 3," and "TLS*“. You must also verify that they are enabled

to use cookies. To do so, go to your browser’s toolbar and verify
in the following order:

- Select "Edit”

- Select “Preferences”

- Select “Privacy and Security”

- Select "Cookies(e-QIP uses one session of cookies only.)



Web Browser Requirements

Ensure that either “enable cookies for the originating website
only"™ or “enable all cookies™ is checked. (e-QIP uses one
session cookie only.)

The e-QIP is also compatible with Netscape Navigator, 6.1 and
newer .

IT using JAWS screen-reading software, please note that JAWS
requires the use of Internet Explorer, version 5.5 or newer.

Users must use these settings on their browser to properly
operate e-QIP.



System Access Request Form

SYSTEM ACCESS REQUEST (SAR)
EFENSE INFORMATION SYSTEM FOR SECURITY (DISS) USER
O, 2780 Alrport Drive, Sulte 400, Attn: Cu Sarvice, Col bus, OH, 43219-2268
Phone: 888.282.7682 FAX: 614.8B27.1544

PRIVACY ACT ADVISEMENT: The information requested is for the purpose of granting access to DoD/DSS automated systems.
Providing requested information, to include your soclal security number (SSH), Is voluntary, However, your access may not be granted
if all requested information is not provided. AUTHORITIES: Executive Orders (EO) 10450, 10865, 1233 and 10865. The SSM.
required for record accuracy, is requested pursuant to EQ 9397

TYPE OF UPDER

[] NISP Contractor
—

[ Create an Account [ Delete an Account
e (Last, First, Middie)
| To:
USER INFORMATION
Last Name: | First Name: | Middle Name:
Social Security Number: | Grade/Rank (Government Oniy}:
Job Title:
Crganization Name: | Office Symbol:
CAGE Code (NISP Contractor Snly) | Agency Code (DCii Oniy):

Duty Station Address (streel, city, state, zip code):

Telephone Mumber: | Fax Mumber:
a-Mail Address.:

4, APPLICATIONS

Defense Central Index of Investigations (DCI) OTHER
(Government Only)
[1 Agency Administrator ] Feedback & Automated Security Plan Template
FAST.
[ uUser = EISS é‘-.ale\way
[ Industrial Security Facilities Database (ISFD)

] Query [ Other (Fiease Specify)

[ Add

[ Delete

] Update

[ File Demand (Provide Accreditation Code):

File Demand Print
5. JAMS USER ROLES
CAF: CAF Team: Employee Code:
| Account Manager __| Manager L] Computer Analyst | | Case Assignment Personnel
[ Security Assistant [] Customer Support [ Adjudicator [ Management Support
Pending User Supenvisor Mailroom
Special Case User Can Handle:
CAF Employees [ Presidential Support [[1 GS-15/General Officer
Investigation Request Permissions:
] Review e-QIP ] Approve e-QIP
User Permissions:
[]sapP [ sci OTs [ Secret
[ ] Reports ] Jocavs ] Folamea [ LAaa
[] Case Managerment [ Update Case Component [ Assign CAF Cases [ Review Required
[] Reassign to Other CAF [ Assign/Reassign Cases ] Reassign from Other
Emeicyee
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System Access Request Form

User L. SSM (last 4 digits)

6. JCAVS (Note.
Type of Accou|

request is for an Industry Account Manager, fax the completed SAR to 703.325.1003, not DISCO.)
Requested: Account Manager [duser

[ override PSI____ [] Review e-QIP [ Approve e-QIP
Access Requested — DoD:
LlLevel 2 MACOM/Activity/HQ/Agency SSO
Level Level 3 Base/Post/Shipletc. SSC
] Level - orporate Officers Manager [Jlevel 4 MACOM Non-SClI Security Manager
] Level Company FSO Officers/Manager ] Level 5 Base/Post/Ship/Non-SCI| Security Mgr
[ | Level Unit Security Manager/Visitor Control L] Level & Unit Security Manager
| Level ; Guard Entry Personnel LllLevel 7 Collateral Entry Controller
[ ] Level uard Entry Personnel (SCI) [] Level 8 SCIF Entry Controller
itor Management Level 10 Visitor Manaaement
7. NOM L'S CERTIFICATION '
I certi named individual meets the requirements for access and account management privileges.
Furthermore, | certif /that the named user required account/access as indicated above in order to perform assigned
duties.
MNominating Official's Printed Mame Mominating Official's Signature and Date

'N'orril'hé'!'lris_ Official's "i‘eleB'H'oﬁé' Mumber E
N

ferstand that by signing this System Access Request, | am solely responsible for the use and

and password that | will be provided. | also understand that | am not authorized to share by

user |ID and pas with any other individuals. | will utilize all tools and applications in accordance with the Account
Management Policy and Security Policy, as well as all applicable U.S. laws and DoD regulations.

User's Slgnature and Date

Clearance Level: Type of Investigation:

Clearance Granted Date: Date Investigation Completed:

Clearance |Issued by: CAGE Code (Contractors Only):
Printed Name of DoD Security Call Center Representative or Signature of DoD Security Call Center Representative or
Security Official Security Official. and Date

10. ADDITIONAL SAR DIRECTIVES

= The SAR must be signed by the Nominating Official and the User or it will not be processed.

= The signed SAR should be scanned to a PDF file and e-mailed to: account request@dss. mil. If scanning
capability is not available, the SAR may be faxed to 614 .827_.1544, Attn: Customer Service, or mailed to
DISCO, 2780 Airport Drive, Suite 400, Attn: Customer Service, Columbus, OH, 43219-2268.

= Per the Note in ltem 6, "JCAVS,” the JCAVS Corporate Account Manager or FSO must fax requests to
(703) 325-1003, rather than to DISCO.

- Notiﬁcetion of access will be sent to the User's e-mail address.

Mominating Official may the Facility Security Officer, Security Manager, Information Systems Security Officer. Agency
Administrator. etc.

# walidating Official is either a representative of the DoD Security Call Center, or, if the SAR is staying within the agency.
the appropriate security official.
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Joint Clearance Access Verification
System (JCAVS) Requirements

Before processing an individual for a personnel security
investigation (PSI1) using e-QIP, the following requirements
must be met:

Person Category must be ‘“active” (no separation
date)

Person Category must not have “access suspended”

Person must not be in “Due Process*, e.g. pending
response to an LOI/SOR, etc.

Person must not already have an active PSI request.

IT the person’s eligibility has been “Denied” or
“Revoked”, it must be older than 12 months. The date of
the denial/revocation will be on the person summary, on the
“Adjudication Summary” line.

The JCAVS e-QIP initiator must meet the following rules:

Must be a JCAVS user level 2, 3, 4, 5 or 6 and have
Initiator permission, and

The Person Category must have been in-processed
within JCAVS as owned or serviced.

i For assistance, go to “www.navysecurity.navy.mil” and
click on JCAVS to review a copy of the Navy JCAVS User’s
Manual .



Edit Wiew Favoites Tools Help ‘

<= Back ~ -2 24 | Qaseach [EFavoites EfMedia o3 | B~ Zp ml

Acidiress [&] hitps: /fipasapp. dsis.dod. mil AJPAS fservlets /com. eds.jpas. client servlets JPAS ChooseRoleServet =] @Ge | Links ”‘ = - |

Welcome to the Joint Clearance and Access Verification System

{(JCTAVS)
Select Person You are logged in as User:
Maintain SMO
GUTD andermaz

Chg Password
Chg Categoryil evel — )
Tutorial DoD Civilian/Reserve/National Guard (USMC) - Account Manager

Logout
Change current Time Zohe, Office Symbol or Phone Number
Please select an item from the menu on the left to continue.

Do MOT use the hrowser Forward and Back buttons to navigate through the JPAS screens. Use the JPAS screen buttons or the Main
Menu instead.

MNotice: Under the Privacy Act of 1974, you must safequard personnel information retrieved through this systermn. Disclosure of information is
governed by Title &, United States Code, Section 552a Public Law 93-579, DoDD 5400.11, DoDR 5400.11-R and the applicable service directives,

& NN N —
;ﬁstart”] [ElMicrasoft PowerPo...| [Elinbox - Micrasoft ... | Elinbox - Micrasaft ... |[Z73CAvS Main Scre.... |J o BR BT B 2= LD @ 953 am

The “Add/Modify/Remove JCAVS User” screen allows Account Managers
to add, modify, or remove a JCAVS user and assign e-QIP
permissions.



Granting e-QIP Permission

=1 =]
File Edit WYiew Go Communical tor  Help
| o& @ A D e o o & @
Back  Foward  Reload  Home  Search  Metscape  Print Securty  Shop Stop.
& Instant Message “wlebbdail Calendar Radio People Yellow Pages Download Customize
i ” Bockmarks A Metsite: [hitps: //ipasapp. dsiz. dod.mil IPAS /serviets/ com. eds.jpas. clisnt. servists.JPAS ChoaseF aleS ervist ~| @517 what's Related
=!| ¥ Account Manager =
Identify Special Privileges
= None £ Presidential Support Unit " Service Secretary  OSD Executive Secretary
Identify Other Special Privileg
™ B Access Designation Authority ™ Polygraph
Identify | igation Req Permissi
[ m] Initiate PSI [ m] Review PSQ [ m] Approve PSQ [ m] Override PSI
< Add = Modify ' Remove
Save I Cancel I
Lock Reasons
Mot Locked =
© Lock Account = Unlock Account
Sl % =@ B o2 |
E5%% 0PAS User Login Screen - | H o] BE B X 5 & [Pt ] sssam

Only “Initiators” or “Overriding Initiators” affiliated with a
Security Management Office that has an active owning or
servicing relationship with the Person Category may create or
Initiate an Investigation Request.

The “Initiator” may create, modify, initiate PSI, stop PSQ, and
resume PSQ, JCAVS levels 2-6.

The “Reviewer” may not modify Investigation Request
information, JCAVS levels 2-6.

The “Approver” may change any Investigation Request information
that is provided by the Initiator, JCAVS levels 2-6.

The “Overriding Initiator” may Create, Modify, Initiate PSI,
Stop PSQ, and Resume PSQ, JCAVS levels 2 and 4 only.
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JCAVS Welcome Screen

31 ICAVS Main Screen - Netscape [BiE=lE

File Edit View Go Communicator Help

1l 4 @ 3 &4 o @ = 8 @8 @ Eﬂ

Back Forward  Reload Home Search  Metscape  Frint Security Shap Stap

i J%InslantMessage ‘webhail Calendar Radio People ‘rellow Pages Dowrload Customize...

w!'Eookmarks \&. Netsite: Ihtlps:/'.fipasapDZ.osd milAJPAS fserviets/com. eds.jpas. client. servlets ) PAS ChooseRoleServiet j ﬁl'Whal‘s Related
-

1 =

‘ Welcome to the Joint Clearance and Access Verification System

(JCAVS)

Select Person
View SMO
Create/Modify Visit
Hotifications » anderma2
Reports »
PSM Net Civilian Employee (USN) - Level 4
Home

Chy Password
Chy Category/Level
Tutorial )
Logout Change current Time Zone, Office Symbol or Phone Number

You are logged in as User:

632854 - NCIS, Level 4

Please select an item from the menu on the left to continue.

Do NOT use the browser Forward and Back buttons to navigate through the JPAS screens. Use the JPAS screen buttons or the Main
Menu instead.

Motice: Under the Privacy Act of 1974, you must safeguard personnel information retrieved through this system. Disclosure of infarmation is
nowarnad hy Titla £ | Initad Qtatas Mada Sactinn £59a Puhlic | aw 89578 Naln 540011 NaNE EANN 1.5 and tha annlicshla canira diractivas
|Document: Dane EET

J [ o - Micrasoft Gutlack | [EMicrosoft PowerPoint | B TP Gateway - Metscape | [ 1CAYS Main Screen - ... J HEERERK S0 R%0 5 umm

S

igfistart |

The Security Manager will access the Investigation Request

function via the Joint Clearance and Verification System (JCAVS)
Person Summary:

Select Person function from the Main Menu.
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JCAVS Select Person

AYS Main Screen - Netscape _IE‘ 1'
File Edit Wiew Go Communicator Help

Y 2 A 4 . om s A4 B @ ‘EH

Back Fanward  Reload Home Search  Metscape  Frint Secuity  Shop Stop

<%InstantMessage ‘wehid ail Calendar Radia People ellow Pages Download Customize. ..

J' Bookmarks \g& Netsite:Ihttps:.-*.-"ipasappZosd.mi\.-"JF'AS.-*servlets.-*com.eds ipaz.client. servlets JPAS ChooseRoleS ervlet j @‘ ‘what's Related
7 Select Person

“SSM: |

Last Name: |
Select Person First Name: |
View SMO
CreateModify Visit Middle Name: |
MNotifications »
Reports ¢
PSM Net Display Person Summary: &
Home Display abbrev. Person Summary with VISIT Info: ©
(i (ARSI Display Add/Modify Non-DoD Person: ©
Chy Category/lLevel . W
Tutorial Display SII:

Logout

Display | Clear |

Notice: Underthe Privacy Act of 1974, you must safeguard personnel infarmation retrieved through this systern. Disclosure of information is
governed by Title 5, United States Code, Section 552a Public Law 93-579, DoDD 5400.11, DoDR 5400.11-R and the applicable senvice directives

[Document: Done = b % @@ 2|

iﬂstartl“ Inbox-M\chsoft Qutlook | Microsoft PawetPoint - [E‘..l ﬁJPAS Gateway - Netscape ”ﬁxnus Main Screen - ... |J :ﬁ ﬁ % K ’)|5@§%Q@ ﬁ 1:37 PM

Type in the SSN of the individual for whom you are
initiating an investigation.
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Screen - Microsoft Internet Explorer

File Edit ‘iew Favoites

Tools  Help

GBack - = - (2D ﬁ| Qi Search [EFavoites EMedia <4 | HSw

Select Person
\fiew SMO
CreateModify Visit
Notifications »
Reports

Access Number
PSM Net

Manage Invest Rgsts »
Home

Chy Password

Chy Category/Level
Tutorial

Logout

Address I@ hitps: /fipazapp.dsis.dod.mil Al PAS /serdlets/com. eds. jpas. client. serviets. ) PAS ChooseR oleS ervist

o 6o s>

| -

Person Category

[Chilian Ermployee (USH)

PSQ Sent Date: MN/A

Attestation Date:2003 1212

Incident Report: NAA,

SF 713 Fin Consent Date: N/A
SF 714 Fin Disclosure Date: M/A,
Polygraph: N/A

A,

Foreign Relation:

PSQ Sent
Non-SCl Access History
Unofficial Foreign Travel
NdS History

estigation: D00 Civlian/Reserve/National Guard (USMC

SCl Access History

Date of Birth: 1954 04 14

Marital Status: N/A
Place of Birth: N/A

Citizenship:L1.5. Citizen

NdA Signed: Yes
NdS Signed: Yes

Bequest to Research/Upgrade Eligibility

NdA History

Accesses

“

Suitability and - .
Trustworthiness Available Actions
Sl

|&] Done

Civilian Employee (USN) Top Secret Mo IT: MiA Indoctrinate Non-
sCl
Public Trust: MN/A& TK
Debrief Hon-SCI
Child Care: N/A G
Indoctrinate SCI
HCS
Debrief SCI
Access Number: N/A
Request SPA
DoD Top Secret Mo IT: WA Sl
Civilian/Reserve/National
Guard (USMC) Public Trust: MN/A& TK
|
E T
Eﬁstartl“ ®E-QIP. doc - Microsoft ... ”@JEAVS Main Screen ... | [G|Mcrosoft PowerPaint | |J o 5 RS R ”|5@-QQ®@ & e am

Select the correct “Person Category”.
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Investigation Request

- Microsoft Internet Explorer

File Edit “iew Favorites Tools  Help

GaBack + = - (2D ﬁ| Qi Search [ Favoites  {fMeda 4 | - S

Address IQ:] https: /fjpasapp. dsis.dod.mil ) PAS fserdets/com. eds. jpas. client. servlets. JPAS ChaoseR oleS erviet j PGU ‘ Links ** @ -
Guard (USMC) Public Trust: N/ T« I~
Child Care: N/A G
HCS
Access Humber: h/A
Select Person
\iew SMO
Create/Modify Visit Person Category Information
Notifications p
Reports » Cateqgory Classification: N/A
Access Number Organization: 63285, 53285, 63285, 63285, DC, 20388
PSM Net Organization Status: N/A
r;::fe Imeest Rasts b Occupation Code:0050 Separation Date: M/A
Chy Password SCI SMO:NCIS, Level 3, 2024336911/9637, jdreweryi@ncis.navy. mil andfor pheattie@ncis. navy. mil
Chy CategonyLevel Non-SCI SMO: NCIS, Level 4, 2024335631, caborden@ncis.navy.mil
Tutorial Servicing SMO: Yes
Logout Office Symbol: 2202 Grade: G513
Position Code: N/ PS: Critical Sensitive
Arrival Date: MN/A RNLTD: M/
Office Phone Comm: (202 ) 433-3354 Office Phone DSN: 2855
Separation Status: N/A5 TAFMSD: N/A
Interim: M/, Proj. Departure Date: MN/A
Proj. UIC/RUC/PASCODE: MN/A
Report Incident In/Qut Process Request Indoc/Debrief Assistance
Remarks
Suspense Data Investigation Request
Investigation Summary Investigation History |
SBPR from OPM, Opened: 2001 05 17 Cloged 2004 05 21
SBPR fram OPM, Opened: Closed 2002 05 24
Adjudication Summary Adjudication History
Recerify Eligibility Adjudication of SBPR OPM, Opened , Cloged 2002 06 24, determined Eligibility of SCI -
DN A an 2004 15 07 Nahc AR I
&) ’_’_ré_ © Intenet
iﬁstart”J BE-QIP.doc - Microsoft ... ||@J|:mrs Main Screen ... [G|Microsoft PowerPoint | AR K ? BB cdoam

Select the “Investigation Request” link.

14



Determining Investigation Scope

ICAY¥S Main Screen - Netscape _|ﬁ| 5[
File Edit Wiew Go Communicator Help

e @ B N} . W S B8 @ § ‘II

Back. Forward Reload Home Search Metscape Print Security Shop Stop

ﬁ\nstanlMessage ‘wiebhdail Calendar Fiadio Feople ellow Pages Download Cugtomize. ..

i " Brokmarks A Netsite: ntips://ipasapp dsis dod millJPAS /sersts/com eds jpas client ssrvists JPASChonseR oleServist x| 517 what's Related

7 Determine Investigation Scope

Grade: G513 Category: Civilian Employee (USN)

Select Person Active Request: N/A
View SMO
Create/Modify Visit T T From I—LI
Notifications » Eligibility: |
Reports b
PSM Net Desterming Inve gonﬂdtentlal J
Manage Invest Rysts —_— : ecrg )

op Secre

SCl- DCID 644

Home
Chyg Password

Chy CategoryiLevel Close

Tutorial
Logout

Motice: Under the Privacy Act of 1974, you must safeguard personnel information retrieved through this system. Disclosure of information is
governed by Title 5, United States Code, Section 552a Public Law 93-579, DoDD 5400.11, DoDR 5400.11-R and the applicable serice directives.

g == |Document: Done Sl % P ) o |
iffistart || |[FE 3cavs Main Screen - N... BIEQIP 1ul 05 doc - Migrosa. . [HARERE S e (B D% 1zs7mm

Open the drop down box. Determine what eligibility is
required.
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File Edit View Favortes Tooks Help

= Back + = - @ 7 ‘ @Search (%] Favarites @Med\a @l %v =2 |

Address |§‘| https:#/jpasapp. dsis. dod mil AIPAS fservlets/com.eds jpas disnt. serviets JPASChooseRoleServst -] e |Links »|i -
?| Determine Investigation Scope -
Grade: G513 Cateqgory: Civilian Employee (USHN)

Select Person
View SMO
Create/Modify Visit “Eligibility: Im
Notifications »
Reporis
Access Humber Determine Investigation Type |
Act PC-Access/Ho PSM K
FY Access Total

FY Eligibility Total Initiation Scope

Interim SCI A
Inu Rgst By Duty Pos Eligibility: Secret

Hon-SCI Totals
Periodic Reinuast Dacoml Naded Investigation Type: ANC| Periodic Reinvestigation: Mo

Py 1
ersonnel *Investigation Type: | AMCI 'I

Override Justification: | j

SMO-Ho PSM Het
SMO-Ho Users

::‘:'Pc'"" Sccess *Sensitivity Level Code: lﬁ

Suspense

Suspension . . ) _
Access Number Duty/Position Code: | J
PSM Het
Manage Invest Rusts b Recommended Service Code: N/&

Home o
Chg Password Service Code: l__l

Chy Category/Level Override Justification: M B

Tutorial

Logout

I —— _o | _Cencel | H
|&] Dore ’_’_E £ Intemnet

#listart|| |[£)1cAvS Main Scre... [ElMicrosoft Powerpo...| Blsent ltems - Mico... | £]periodic Reivestia...| || 1 BE I3 K @ > S G004 952 4m

The investigation automatically populates when you
choose the type of eligibility.
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File Edt ‘“iew Fawortes Tools  Help

= Back - = - @ Zat | @Saarch [ Favarites @Medla @ | %- =N |

Address |g'| hitps: /fipasapp. dsis.dod milt PAS Aserviets/com eds jpas.client servlets JPAS ChoosePoleS ervlst | e |Links =y -
| Determine Investigation Scope l
Grade: G513 Category: Civilian Employee (USN)

Active

Select Person Request:

\iew SMO

Create/Modify Visit “Eligibility: lm

Notifications ¢

Reporis »
Access Humber ‘ Determine Investigation Type I
Act PC-AccessHo PSM H
FY Access Total

FY Eli Initiation Scope

Eligibility: Secret

TfA

Inv Rgst By Duty Pos
Hon-5Cl Totals
Periodic Reinvest R led | igation Type: ANC| Periodic Reinvestigation: MNo

9

Personnel . ) )
PSM Het Personnel Investigation Type: IANCI -

el U Override Justification: | B
5MO-Ho PSM Het

SMO-Ho Users

SMO-PC-Ho | s s . =
e ensitivity Level Code: I

Suspense
Suspension
Access Number

PSM Net

Manage Invest Rists » Recommended Service Code: N/A

Home .
Chg Password Service Cnde.l

Chy CategorylLevel Override Justification: | 'I

Tutorial
Logout

r— _o | _Cance | H
|&] Dore ’_’_ré_|ﬂ Internet

#istart| |[€11cAvS Main Scre... [ElMcrosaft owerpo...| [Blinbox - Microsoft ... | B pocumentt - Mir... | | ] 5% B3 BE P EGNRBT L assam

“Duty/Position Code:

Populate the position sensitivity level for
civilian personnel only.
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/3 ICAVS Main Screen - Microsoft Internet Explorer
File Edit View Favortes Tooks Help |

4 Back + = - D a1 ‘ (@ Search [ Favoites (5 Media @l B

Address |§‘| https:#/jpasapp. dsis. dod mil AIPAS fservlets/com.eds jpas disnt. serviets JPASChooseRoleServst -] e | Links * ‘&% -
=
Active
Request: WA
*EIigihiIily:ISCI -DCID6/4 =
Select Person | Determine Investigation Type I
View SMO
Nottoations r.
Notifications b Initiation Scope
Reports ¢ Eligibility: SCI - DCID 6/4
PSH Net
penelines =i R led | igation Type: FFR Periodic Reinvestigation: Yes
Home o
Chyg Password *Investigation Type: |PFR i
Chg Category/Level . o S =
Tutorial Override Justification: I J
Logout
*Sensitivity Level Code: v

Duty/Position Cnde:I j

Agency Special Agreement Cases

Armny Contingency Reguirements

*Service Code: [Blowtorch

Congressional Staff

Moble Eagle Cases

SES/GM-158 (or equivalent)

Special Handling - Agency Cases
Special/Confidential Assistants (GS/GN-13 & above)
“White House

Yankee YWhite

Recommended Service Code:

Override Justification:

Motice: Under the Privacy Act of 1974, you must safeguard personnel information retrieved through this system. Disclosure of information is
governed by Title 5, United States Code, Section 552a Public Law 93-679, DoDD 5400.11, DoDR 5400.11-R and the applicable senice directives. =

@0 BT T ——
start || =rf[E). | AFBRERE S & EdO0%Ne 1057w

Duty Position Code. |If you have a special duty/position code
listed, highlight the Duty/Position Code which will populate in
the blank space. However, in most cases, you will leave this
block “blank”. This is how OPM determines the time frame to
complete an investigation based on priority requirements.
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Requesting Notification of
Advanced NAC

ICAYS Main Screen - Netscape o Elﬂ

Fle Edit view Go Communicator Help

<« @

Back Farnward

A 4 2 m =S a8 B i

Reload Haome Search  Metscape Frint Security Shop Stop

g%lnslanlMEssagE wiehhd ail Calendar Radio People “Yellow Pages Download Customize.

Select Person
View SMO

Create Modify Visit
Notifications v

Reports »

Access Number
PSM Net

Home

Chyg Password

Chy Category/l evel
Tutorial

Logout

‘! " Bookmaiks \&_ M etsite: Ihtlps Hipazapp? osd mil IPAS /serviets/com eds jpas client serviets JPAS ChooseRoleSerlet d @' ‘what's Related

Add/Modify Investigation Request —

Grade: GG14 Category: Civilian Employee (LUSN)

Active Request: N/A

Investigation Scope
Investigation Type: SSEI
Sensitivity Level Code: Critical Sensitive
Duty Position Code: Personnel Reliability Prograrm
Service Code: 35 Days

Scope Detail |

Additional Scope Information

*Form Type:|SF 6 ~ *Position Title:l
*Date of Birth: |1SED 06 02 @I *Access Code: 'I

Advance NAC Extra Coverage: N Sensitivity ADP: -
SO NYI0 SON:MN999

OPAC-ALC: DoD-Mavy

Additional Request Information

Requesting Official

*Name:l Title:l

*Phone Numher:l Extensinn:l -

iﬂstart”J Inbux - Micros... | ﬁJPAS Gataway...”ﬁ](nvs Main ... Inbux - Micros... | @E-uiu SCTEENS.. o

|Decument: Done SlEe e @ w2 |

|HAERER 2S4BT s4em

IT an Advance NAC is required, check the box.
Refer to SECNAV M-5510.30 for policy guidance.
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Command Access Code

reen - Microsoft Internet Explorer

File Edt ‘“iew Fawortes Tools  Help |

G Back - = - () Zat | B Search (G Favortss  (fMedis % | By S

Address |®_“| hitps: /fipasapp. dsis.dod milt PAS Aserviets/com eds jpas.client servlets JPAS ChoosePoleS ervlst | e |Links =y -
=
Scope Detail
Additional Scope Information
*Form Type:l SF 86 'I Paosition Title: Civilian
Select Person *Date of Birth:|1955 1107 EI “Access Code: -
View SMO Advance NAC Extra C 0 Sensitivity ADP:
CreateModify Visit vance xtra Coverage: ensitivity | anfidential
Notifications b “Local Agency Check Date:l EI Mot Required
Reports v i
Access Humber “Service AQE“C}':I Mawy = Sl
Act PC-AccessHo PSM H SOl: N0 SON:M999
FY Access Total - . =
FY Eligibility Total OPACALC'I DoDMavy ]
Interim SC1
i R LI g s Additional Request Information
Hon-5CI Totals
Periodic Reinvest Requesting Official
Personnel ’Name'l
PSM Het Personnel '
§Cl Access Totals TitlB:I
5MO-Ho PSM Het
SMO-Ho Users *Phone Numher:l Extension:
::':'PC'"“ P Security Folder
Suspense *Lucaliun:l o
S i Location Name:l
Access Number
PSM Net Street Address 1:|
Manage Invest Rysts ¢ I—
Home Street Address 2:
Chg Password Street Address 3:|
Chg Category/Level
Tutorial Cily:l
Logout State:l j Zip Code:
i al Perso P nlde =
J 3
|&] Dore ’_’_ré_ 0 Intsmet

#istart| |[€11cAvS Main Scre... [ElMcrosaft owerpo...| [Blinbox - Microsoft ... | B pocumentt - Mir... | | ] 5% B3 BE »EGNRT L 113 aM

Determine the command requirements for clearance/access to
classified national security information, e.g., Top Secret,
Secret or Confidential.
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Determining Sensitivity ADP
Requirements

2 JICAVS Main Screen - Microsoft Internet Explorer

File Edit “iew Favortes Toolz Help ‘

“mBack + = - ) at | Qi Search & Favortes 0 Media @l S

Address I@ httpz: #fipazapp. dsis. dod. mil AJPAS feerviets/com. eds. jpas.client. servlets JPAS ChooseR oleS erviet j FGU ‘ Links > '@ -
=
Scope Detail
Additional Scope Information
*Form Type:l SF 86 'I Position Title: Civilian
Select Person *Date of Birth:|1955 11 07 EI *Access Cnde:lSecret 'I
view SMO . o I d
CreateModify Visit Advance NAC Extra Coverage: [ ensitivity ADP:
Notifications ¢ *Local Agency Check Date:l EI
Reports « . i IT-1l
Access Humber Service AQE“W:I My :I' IT-Nl
Act PC-AccessMHo PSM SOI: MYOD SON:|Unclassified IT
FY Access Total - . =
F¥ Eligibility Total OPACALC.I Dol Mavy I
Interim SCI
(s G 5 0 Additional Request Information
Hon-SCI Totals
Periodic Reinvest Reguesting Official
Personnel *Name:
PSM Het Personnel :
SCl Access Totals Title:|
SMO-Ho PSM Het
SMO-Ho Users *Phone Numher:l Extensiun:l
gPM:-PC-No Access Security Folder
Suspense "Locatiun:l 'l
Sy Location Name:l
Access Humber
PSM Net Street Address 1:|
Manage Invest Rysts ¢
Hnmej d Street Address 2:|
Chg Password Street Address 3:|
Chy CategoryilLevel
Tutarial City: I
Logout State:l j Zip Code:l
O al Persn & nlde =
1] 3
|&] Dore lililg B Intemet

ghstart || |[£11cAvs Main Scre... [EMirosoft PowerPa. .| [linbox - Microsatt ... | BDocument1 - Mier... | || &0 5% 53 5% B G ale 3D A 1m14 aM

IT-1 — Special Sensitive, Critical Sensitive and for all
duties requiring an SSBl and/or Top Secret eligibility
determination.

IT-11 Non-Critical Sensitive and for duties requiring an
ANACI or NACLC and for duties requiring Secret or
Confidential eligibility determination.

IT-111 — All others.
Refer to SECNAVINST 5510.30 series.
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Security Office ldentifier (SOI) and

Submitting Office Number (SON)

¥ ICAYS Main Screen - Netscape == x|
File Edit Wiew Go Communicator  Help
| - @ 4 2 w3 A B @ ‘Eﬂ
P Back Forward Feload Harme Search  Metscape Frint Security Shop Stap
v J% Instant Message ‘webh ail Calendar Fiadio Feople ‘rellow Pages Download Customize...
wtv Bookmarks J‘ Netsita'Ihttps'x‘f\pasappZ ozd mil AlP&S fserviets/com eds jpas client serviets JPAS ChonseR aleServiet j @' ‘what's Related
) FUUIOTTar SCOe TITOTTTatoTT .

Select Person
View SMO
CreateModify visit
Hotifications -

Reports »

Access Number
PSM Net

Home

Chyg Password

Chg Categoryil evel
Tutorial

Logout

*Form Type:ISF a6 'l
“Date of Birth: |1980 06 02 EI

Advance NAC Ex-tra Coverage: |

SOI: NvO0
OPAC-ALC: DoD-Mavy

*Position Title: |

*Access Code:l 'l

sitivity ADP:I - l
SON: M2599

Additional Request Information

Requesting Official

=‘Name:l TitIe:I

*Phone Numher:l
Security Folder
=‘Ll:lt:atil:m:l vl

Extension:l

Location Name: |
City: |
Zip Code:l

Street Address:

*Location: Location Name:l

Street Add[ES:I City:l

State: I j

Zip Cnde:l

Investigation Request Status History b

 Initiate

-

=SS

iastart”J L Inbox - Micros, ., | %JPAS Gateway. .. | I%JCM’S Main... [E4Inbox - Micros... | e-qip SCrEEns. ...

|Document: Done

Sl % 8P 3 L |
| ER SB[ ST seaan

The applicant’s Person Category automatically determines the
Security Office ldentifier (S01) (NVOO for the DON CAF).

Use your Submitting Office Number (SON).

The OPAC-ALC will always be DoD-Navy for all Navy and Marine
Corps personnel.

This information must be present for successful

SI
r~+
Q
~+
o
=
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Location of Security Folder

ICAYS Main Screen - Netscape = |ﬁ'|1|
File Edit Wew &Go Communicator Help
| - @ A4 e m o= 3 @ @ EH
Back Forpard  Reload Home Search  Netscape Print Security Shop Stop
o@lnstantMessage ‘wfebhdail Calendar Fladio Feople Tellow Pages Download Customize. ..
i "Bockmarks B Netsite Ihltps'h’ipasapp2 osd milAIPAS fservlets/com.eds jpas. client. serviets JPAS ChooseR oleS ervlst =] @77 what's Related
PUUTOT A SCOPT TITOTTTAtoTT "

*Form TypE:ISF 86 'I
*Date of Birth: |1QED 06 02 EI
Advance NAC Extra Coverage: |l

SOl: MO0

Select Person OPACALC: DoD-Mawy

*Position Title: I

*Access Code: 'I
Sensitivity ADP: VI

SON: NZ93

View SMO
CreateModify Visit

Notific: Additional Request Information

*Name:l

“Phone Numher:l

*Lucaliun:l M|

Street Address:|

State:

rsonnel Folder

Requesting Official

Extension: I

Security Folder

Location Name:l

Zip Cnde:l

Title: |

City: |

*Location: Location Name:l
Street Address: I City: I
Access Humber .
PSM Net Slate:l j Zip Cnde:l
Home
Chy Password : : P L
Chy CategoryiLevel Investigation Request Status History
Tutorial
Logout
K1 ©  Initiate El
|Document: Done EE =) 2
gastart”J Ol inbox - Micros.... | B 1pas Gateway...| [BE 3cavS Main ... | [Dfinbox - Micros... | Bie-gp screens. .. |J o B S R 7|2 %D sdsam
Complete the Requesting Officials name, etc.

For Security Folder, click on one of the following:

NP1 — No pertinent information.

None — Self-explanatory.

Other — 1T you physically have a personnel security folder, so

indicate.

SOl — Do Not Use. This i1s the DON CAF.
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Location of Official Personnel
Folder

4';1— JCAYS Main Screen - Netscape = |ﬁ||5|

File Edit Wiew Go Communicator Help

4 ¥ A D . W o= 8 A @

Back Forward Reload Home Search  Metscape Print Security Shop Stop)
ﬁlnstantMessage ‘wiebhail Calendar Radio People Tellow Pages Download Customize,

J T Bookmarks i Metsite: Ihllps.MDasappZ osd.mil AIPAS /servlets/com.eds. jpas.client. servlets JPAS ChooseR oleServiet j @'W’hat's Related
X FUUIOTTAT SCOURE TTOTITatoTT =

*Form Type:l SF 86 'I *Position Title:l
*Date of Birth: |1960 06 02 EI “Access Code: 'I

Advance NAC Extra Coverage: Qi Sensitivity ADP: VI
SO1: Nv00 SON: M992
Select Person OPAC-ALC: DoD-Mawy

\iew SMO

] Additional Request Information

Hequesting Official

"Name:l Title:l

“Phone Numher:l Exlension:l
Security Folder
=‘Lm:aliun:l hd Location Name:l

Street Addreﬁ:l Cily:l
Slate:l j Zip Code: |

Official Personnel Folder
u[:aiiun:l 'I Location Name:l

|

NPRC ity

Reports b Street Address:
Access Number Nane ﬁ . .
PSH Net State: Other Zip Cude.l
Home SOM
Chy Password i ot f -
e it Investigation Request Status History
Tutorial
Logout
©  Initiate
-

|Document: Done =l %n @ 2|

iastart”J [Blinbox - micres. .. I 5 Jpas Gateway...l FRICAYS Main ... | [CO]Inbox - Micros... I B e-gip screens. ... |J o EE B K 7| S ] sksam

For Official Personnel Folder (OPF) click on one of the
following:

NPRC - if the Official Personnel Folder (OPF) is at the National
Personnel Records Center.

SON - if the OPF is a the Submitting office.
None — Self-explanatory.

Other - 1T the OPF i1s at another location and furnish the
address.



Initiate the e-QIP Request

DDD

+‘.iv JCAYS Main Screen - Netscape - |ﬁl ﬂ

File Edit Wiew Go Communicator Help

« @ B A 2 @Wm = A B @

i Back  Forward  Reload  Home  Search  Metscape  Print Securty  Shop Stop
- J%InstantMessage WehMaiI Calendar Fadio People Ye\lnwpages Daownload Customize.

w!‘ Bookmarks B Netsite: |hl|ps Afipasapp.dsis. dod. milAJPAS sservlets/com.eds.jpas. client. serviets. JPAS ChooseRoleServlet LI ﬁ]'w’hat's Related
- *Location:[ 301 =] -

Location Name:l

Street Address 1: I

Street Address 2: |

Gelect Person Street Address 3: I

View SMO City: |
CreateModify Visit

Notifications » State: | j Zip Code: I

Reports » Official Personnel Folder
PSM Net

Manage Invest Rysts *Location:| SON Vl

Location Name: I

Home i
Chy Password Street Address 1.|

Chy Category/Level
Tutorial

Logout Street Address 3:|
City: |

State:l ;I Zip Code:l

Investigation Request Status History

Street Address 2: I

¢ Pending PSI = Initiate PSI_
4‘ Save I Save and Return I Cancel I >
|Document: Done e =t £

igRstart || [EEICAVS Main Scree... | BI1EGIP 1ul 05 doc - Mic... | [ b - Micrasoft cut... | E4RE: New Phone rumb.. | || ] FE B S B 2 @[S0 TS noaem

Click “Initiate” and then “Save”.

SPECIAL NOTE: When you click on the ”Pending” radio button,
that allows you to save your work without initiating the
personnel security investigation. It prevents the 30 day
clock from starting. Information is only saved in JPAS and
nothing is sent to e-QIP allowing the applicant to begin the
process of populating the e-QIP personnel security
questionnaire.
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File  Edi

Wiews Favorites Tools  Help

*Name: John Dillenger
Title: Officer
*Phone Number:555-1212 Extension: IN/A
*Location: Other
Location Name:EDS
Street Address 1:575 Eastwind Drive
Street Address 2: N/A
Street Address 3: N/
City: Westerille

Rfor R All At} State: Ohio Zip Code:43081

Industry »

Notifications (|

7J start

Official Personnel Folder
*Location: Other
Location Name:FT. LEE
Street Address 1: 123 Main Street
Street Address 2: N/A
Street Address 3: N/
City: Columbus
State: Ohio Zip Code:43017

Investigation Request Status History

Created By: WOUDAA - US ARMY GARRISON FT LEE, Level &

Documents: *5FE6 Cent *Info Release
s | Dwe
Initiated P51 2005 0113

Documents

l O Stop PSQ

[ Save ] [ Save and Return ] [Cancel]

£

| 4 T 4 r F
| @oo.. | ®Ep.. | Tex.. |@kay. [ K M.,

f il Dar... 3l St f B larr... o Q}!‘o 3146 PM
B

This reflects an initiated PSI
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Record of Request

-EJCRVS Main Screen - Microsoft Internet Explorer provided by NMCI - 5|5|
File Edit Wiew Favorites Tools Help ﬁ

Epack - o= - (D &} | @ysearch GalFavorites @meds (4 | BN S = £
Address I@j https: ffipasapp.dsis dod.milf JPAS/servlsts/com, eds. jpas.client . servlets, JPASChaooseRoleServist j @Go |Links &) @ -
Organization Status: [ -
Occupation Code: 5002 Separation Date: 2007 09 01
SCI SMO: M/A
WMAST3 MAG-13 3 MAWY, Level B, (228) 269-2841, kevin.kearny@usmc.mil; serena.grandow@usmc. mil;

Hon St SMC':phillip halpaing@usme. mil
Servicing SMO: Yes
Office Symbuol: N/A Grade: O2E
Select Person Position Code: N/ PS:N/A

View SMO

Create Modify Visit

Notifications b

Reports ¢

PSM Net

Manage Invest Rysts
Create Invest Rgst
Invest Rgst Status

Home

Chyg Password

Arrival Date: N/&

Office Phone Comm: N/4&,
Separation Status: MN/A
Interim: [/A

Report Incident

Suspense Data

RNLTD: M/

Office Phone DSH: M/A
TAFMSD: 1927 04 22
Proj. Departure Date: 2007 07 01

Proj. UIC/RUC/PASCODE: 017

In/Out Process
Remarks
Investigation Request

Chyg CategoryLevel
Tutorial

Investigation Summary
| igation R of NACLC, Initiated PSI on 2007 02 27, Days Until Termination: 30

Logout

EMALC from OS5, Opened: Cloged 1997 04 18

Adjudication Summary
P51 Adjudication of ENAC DSS, Opened |, Closed 1997 04 18, determined Eligibility of Secret on 1257 04 18
DoMCAF

Adjudication History

External Interfaces
Perform Sl Search

=

MNotice: Under the Privacy Act of 1974, you must safeguard personnel infarration retrieved through this system. Disclosure of information is

governad by Title 5, United States Code, Section 552a Public Law 93-579, DoDD 5400.11, DoDR 5400.11-R and the applicable service directives. x|

[&] cone

R T

i#start H M @& O] & H % HCIS Legacy P...| & TMicrosaft Outl...I lIPAS MONTHL...I £13CAYS Main .. BFOR OFFICIA... | | @ Microsaft ofﬂc‘..l |@>;3<9ng9 @ 12118

This record

reflects an initiated NACLC.

The applicant has

been approved to begin the e-QIP process.
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Time Limits

The following are the timelines when initiating, reviewing and
approving an e-QIP:

Initiating

Once an Investigation Request i1s initiated in JPAS, an applicant
has 30 days to login to e-QIP and start their PSQ or the
Investigation Request i1s terminated.

Once an Investigation Request is initiated in JPAS, an applicant
has 90 days after their initial e-QIP login date to complete
their PSQ or the Investigation Request is terminated.

Reviewing and Approving

Once the applicant has completed the PSQ, it must be reviewed
and approved within 90 days or the Investigation Request is
terminated.

What are some other important e-QIP timelines?

Pending PSQs
An Investigation Request that remains in a Pending Status and is
not "Initiated” will be deleted 30 days after creation.

Stopped PSQs

IT an applicant has started to complete a PSQ but the
Investigation Request i1s stopped, it must be resumed within 90
days.

IT the applicant has not started to complete a PSQ, but the
Investigation Request iIs stopped, It must be resumed within 30
days.

Revised PSQs

An applicant has 60 days to log into e-QIP and complete updates
to their PSQ 1T revisions are required.
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Time Limits

Attachments not submitted within 60 days of an e-QIP
submission will cause the e-QIP to terminate.

Paper copies of attachments will no longer be accepted.
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How to Approve e-QIP

How to Review and Approve an e-QIP Submission
Reviewer/Approver must be a JCAVS User level 2, 3, 4, 5, 6 with
permissions granted.

Reviewer/Approver must be in the initiating JCAVS SMO.

JPAS notifies the initiating SMO through JCAVS notifications
that the iInvestigation request is ready for review.

All releases, Certification of SF86, Authorization for Release
of Information and Release of Medical Information forms must be
associated with iInvestigation request for the Approve
permission.

The SMO is also notified of each subsequent status change,
e.g., approved, revised, stopped, etc.

Investigation Request Status Notifications are not removed by
the system and must be manually removed. You must click Remove
From Display and then Save.

The JCAVS requester can access the Add/Modify Investigation
Request screen to review and approve the investigation request.
The JCAVS Person Summary Investigation Summary case line also
displays Investigation Request status.
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Investigation Request Status Notification

<2\ CR722 Prototype Review - Microsoft Internet Explorer, provided by EDS COE

File Edit Wiew Favorites Tools  Help [

OEack A > | \ﬂ \ELI ";‘j /.-\’Search 5

| Address @ G:4IPASY99_TempiFishbaughDavel05_UI_Prototypes\CR722Frame. html N a Go

Investigation Request Status Notification

Recaords 1 - 4 of 5, Page 1 of 2
12 Mext Last

gind By: | Last Name ¥| Oascending O Descending | Sort
Welcome Find:
Non-Indust s
c::ih:t:d ;;:Modiry n Category  Type Request Status Status Date Days Until  Expand Remove
Inv Rgst Status Notific Term. F[om
Rfor R All Attachment Display

Industry b CLC  Ready for Review 20050118 70 il F
Other ¢ PSQ
[MME  Academy  ANCI Initiated PSI| 20050113 g5 O O
Academy AN Initiated PSI 200503 31 40 B O
Reserve AMCI Initiated PSI 200502 28 29 O ]
Active Duty  NAC Terminated PSI 200503 15 [ O O
Industry b=l Ready for DISCO 2005 04 01 B0 E ]
Review and
Approval
Industry NLC Approved PSQ 200501 25 TAA E O

Records 1-4 of5, Page 1 of 2
12 Mext Last

(o) ==

Notice: Under the Privacy Act of 1974, you must safeguard personnel information retrieved through this system. Disclosure of infarmation is

Tstat €. (v EYC

This 1s a sample JCAVS notification to the Security Management
Office showing the questionnaire has been released and is
available for your review.
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3 CR722 Prototype Review - Microsoft Internet Explorer provided by EDS COE

File Edt ‘iew Favorites Tools  Help

STEET ATATESS 13575 EasTwINg e
Street Address 2:|:|
Street Address 3:|:|
Cesnite
State:| Chio v Zip Code:

Welcome Official Personnel Folder
Non-Industry “Location:| Other +

Inv Rgst Stz Location Nnme:|FT. LEE |
R for R All Ati)

Industry b Street Address 1:
Notifications ( Street Address 2: l:l
Street Address 3: l:l
ooy

Stale:| Ohio v| Zip Code:

Investigation Request Status History

Created By: 534780 - UC4E_HIGHLEVEL 534780, Level 2
- Documents: | | *SFEE Cert *Info Release
T T

Initiated PSI 20080113

‘ Ready for Review PSQ 2005 01 18
View PSQ View Blank Signature Paqes - Documents

O Stop PSQ O Review PSO O Revise PSQ

[ Save l [ Save and Return l [Cancel]

|~
£

B e, Bl e '()!.'-' H +oam

1. PSQ ready for review however
2. No documents attached.
3. Click documents
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Documents

File Edit View Favorites Toaols Help eﬂ‘f

Investigation Request Documents

_ Grade: (04 Category: Active Duty - Enlisted (USA)

MACLC, Ready for Review PSC on 2005 01 18 for Active Duty - Enlisted (USA) by WOUDAA - US ARMY GARRISON FT LEE,
Level 5, (B14) 555-1212, smo.emailaddress@myisp.com, Days Until Termination; 70

Active Request:

Non-Industry

e il | Document History
Inv Rgst Status Notificati

Rfor RAll Attachments Document Type
:;'11'"5"!" “SF86 Cert Upload Received 2005 01 31 - 10:55:36
=]

Document Upload

SR |"SF83 Cert v
File Location e I
Save ] ’ Save and Return ] ’ Cancel

Notice: Under the Privacy Act of 1974, you must safeguard personnel information retrieved through this system. Disclasure of infarmatian is
governed by Title 5, United States Code, Section 552a Public Law 53-573, DoDD 540011, DoDR 5400.11-F and the applicable service directives.

fac. (3w, [dmn. [Gw. Fc. [Bda. [Ew. [b. o &:E).i!ﬂ 1:13 PM
L

Only one document is attached, the SF86 Certification
Form. Date and Time is recorded advising when the SF86
Certification Form was forwarded.

The Authorization to Release Form is still required before

you will be able to approve. You must upload or fax the
Release form.

33



¢ Fie Edi View Favorkes Tooks Help

v =
] " T ] el
Investigation Request Status Notification
Records 1- 4 of 5, Page 1 of 2
12 MNext Last
SortFind By: | Last Name V O Ascending O Descending Sort
Find:| | |Find

Nﬁ:;:::::l z:m““wm SSN Name Category  Type Request Status ~ Status Date  Days Until  Expand Remove

Inv Rast Status Natificet Term. From

Rfor R All Attachments Display
Industry Active Duty  S5B1  Ready for Review 20050113 90 E [l
Other } PSO

e
SFBE Cert 200501 1

hed Release 2006013
Irifo Release 20050118

Academy  ANCI Initiated PSI 200504 25 i)
Acadermy  ANCI Initiated PSI 20050331 10

Reserve AMCI Initiated PSI 20050224 ]

Active Duty - NACI Terminated PSI 200503 15 M,

A H @ HM™
H B @ @™

Industry S5EI Ready for DISCO 200504 D1 =]
Review and
Approval

Industry NLC Approved PSQ 200601 25 MFA i 0

Records 1-4 of 5, Page 1 of2
12 MNext Last

1] | e

's start

This notification reflects that all documents are available.
Now you will be able to Review and Approve the PSQ.
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History

CR722 Prototype Review - Microsoft Internet Explorer provided by EDS COE

File Edit  View

Favaorites

Tools  Help

Non-Industry v
Initiated Add/Mi ify Inv |
h v icati
Rfor R All Attac ‘ments

Industry ¥

Other »

Grade: 04 Category: Active Duty - Enlisted [(USA)

Active NACLC, Ready for Review PSQ on 2005 01 18 for Active Duty - Enlisted (USA) by WOUDAA - US ARMY GARRISON FT LEE,
Request:Level 5, (514) 555-1212, smo.emailaddress@myisp.com, Days Until Termination: 70

Document History

Document Type L stas [ Date_Time |

"SE86 Cert Fax Received 2005 01 31 - 06:40:57
‘Info Release Upload Received 20050131 -11:11:11
Med Release Fax Received 20050118 - 12:23:08
*Info Release Upload Received 2005 01 30 - 12:50:00
*Info Release Attachment Failed: e-QIP Mot Available 20050129 - 14:41:59
*SF86 Cert Attachment Failed: e-QIP Mot Available 2005 01 28 - 02:35:46
*Info Release Fax Received 2005 01 27 - 10:17:42

Document Upload

Document Type:

[—
L
15 Start

[k

File Location: | |(Browse... ]
I Save and Return ] [ Cancel

Notice: Underthe Privacy Act of 1974, you must safeguard personnel information retrieved through this system. Disclosure of information is
governed by Title 5, United States Code, Section 552a Public Law 93-579, DoDD 5400.11, DoDR 5400.11-R and the applicable serice directives.
v

[E.‘EIH..‘

(et T (e, [Fw. [@m. |

This reflects a history of actions taken to submit

all

documents through JPAS.
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Ready for Review and Approval

Official Personnel Folder

“Location:| Other v

State:| Ohin v Zip Code: 43017

Investigation Request Status History

Created By: WOUODAA - US ARMY GARRISOM FT LEE, Level 5

-Documents: *SFEE Cert *Info Release hed Release

S sews | Dwe

Initiated PSI 20050113
Ready for Review PS50 200501 18
View PSQ View Blank Signature Paqges Documents

O Stop PSQ O‘ 0 Review & Approve PSSO O Revise PSQ

[ Save ] [ Save and Return ] [Cancel]

All documents are available. You can now Review and
Approval the PSQ.
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Record of Approval

T .LI|J AT 0T
Official Personnel Folder

*Location: Other
Location Name: Somewhere
Street Address 1: 123 Main Street
Street Address 2: N/A
Street Address 3: N/A
City: Columbus
State: Dhio Zip Code: 43017

Investigation Request Status History

Created By: WOUDAL - US ARMY GARRISOMN FT LEE, Level 5
Documents: *SFEG Cert *Info Release Med Release

Reviewed By: WIUDAA - US ARMY GARRISON FT LEE, Level 5
Approved By: WIUDAA - US ARMY GARRISOM FT LEE, Level 5
Approver Phone: 555-1212

Initiated Pl 20050113
Ready for Review PS0 20050118

- Approved PS0 200501 3

Documents

Cloze

This reflects the date that the PSQ was approved and
submitted to OPM.
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ModiFfication/Revision of
Investigation Request

Tools

Help

73 | @seach [GFavoites fMedia o8 | £ Sh

Select Person
View SMO
Create/Modify Visit
Motifications ~
Access Suspension
. Action by Suc SMO
®_Aging Interim
CAF Information Rgst
ity Change
. Incident Update
© Invest Rgst Status
Message From CAF
Overdue Suspense
Projected Losses
© Reactivate Rqst Stat
RRU Response
SOR
Visit
Reports »
PSM Net
Manage Invest Rysts b
Home
Chy Password
Chg Category/Level
Tutorial
Logout

Address [&] hips://ipasapp.dsis.dod.milAl PAS /serviets/com. eds.ipas.client, servlets. PAS ChooseR oleS erviet

o] o |Unks 2|4y - |

City: [WASHIMGTOM =1

State:lD\strim af Calurnbia j Fip Cnde:w
*analinn:lm
Location NamE:IHUMAN RESOURES SERWYICING CENTE
Street Address 1:Im
Street Address Z:I—
Street Address 3:|—
Cit:[SLVERDALE |

SlalE:IWashmgtnﬂ j

Zip Code: 353583

Investigation Request Status History

Created By: 632854 - NCIS, Level 4

Initiated PSI1
Ready for Review PSQ

2006 02 03
2006 02 07

View PSQ View Signature Pages

' Stop PSQ ' Review PSQ ¢ Review & Approve PSQ  Revise PSQ
Cancel

Save I Save and Return

MNotice: Under the Privacy Act of 1974, you must safeguard personnel infarmation retrieved thraugh this system. Disclosure of infarmation is
governed by Title 5, United States Code, Section 552a Public Law 93-579, DoDD 5400.11, DoDR 5400.11-R and the applicable serice directives =
41 I

| =+

|&] Done

#istart|||[£73cAvS Main Screen ...

[ D [ inemet
& B4Rl e sssam

TR R E s

The “Approver” or ‘“Overriding Approver” determines that the
applicant needs to modify the PSQ.
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Revise Personnel Security
Questionnaire

/2 JCAVS Main Screen - Microsoft Internet Explorer

File Edit View Favortes Tooks Help |

4 Back + = - D a1 ‘ (@ Search [ Favoites (5 Media @l B

Address |§‘| hitps: //ipasapp. dsis. dod mil AIPAS /servlsts/com eds jpas clisnt servlsts JPAS ChooseRoleServlst j o Go | Links **

& -
State:lDlstr\ct of Calumbia j Zip Cnde:IQUSBE =

Official Personnel Folder
*Location:| Uther 'I

Location Name:IHUMAN REZCOURES SERVICING CEMTE

Street Address 1:[3230 RANDALL WAY
Select Person Street Address 2:

\View SMO

CreateModify Visit Street Address 3:
Natifications = City:[SILVERDALE

Access Suspension
©.Action by Svc SMO State: | ¥ashington =l Zip Code:[pE303
®_Aging Interim

CAF Information Rgst

ility Change Investigation Request Status History
% Incident Update
®. Invest Rgst Status Created By: 632854 - NCIS, Level 4

ot S | Do

Overdue Suspense

Projected Losses Initiated PSI 2006 02 03

® Reactivate Rgst Stat
RRU Response Ready for Review P30 2006 02 07

SOR
Visit View PSQ View Signature Pages
Reports b
PSHM Het
Manhage Invest Rgsts »
Home
Chyg Password *“Revision Reason:l j

Chy CategoryiLevel
Tutorial Ingufficient information in P50
Logout Save | SaUpscope

Motice: Under the Privacy Act of 1974, you must safeguard personnel information retrieved through this system. Disclosure of information is
glcwemed by Title 5, United States Code, Section 552a Public Law 93679, DoDD 5400.11, DoDR 5400.11-R and the applicable senice directives. =
4

| B
[ =5 @mnere
HABEEREE e 230808 S

& Stop PSQ ¢ ReviewPSQ ¢ Review & Approve PSQ & Revise PSQ

|@j Done

#listart|| |[£)1cAvS Main Screen ... ®Doczs.doc - Moosoft .

The “Approver” or ‘“Overriding Approver” chooses a revision
reason.

The “Approver” or “Overriding Approver” submits the revised
investigation request.

JPAS sends the revised investigation request to e-QIP.

The e-QIP notifies JPAS that the investigation request
revision was accepted.
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Revise Personnel Security
Questionnaire

43 JCAVS Main Screen - Microsoft Internet Explorer

File Edit View Favortes Tooks Help |ﬁ

Back -~ = - 2 7t ‘ ‘i Search [ Favortes 2 Media @l B-S -

Address |g‘| hitps: A fipasapp. dsis. dod. mil AIPAS Sserviets/ com. eds.jpas. client. serviets JPAS ChooseRoleServiet j @5‘3 | Links »| @ -

?l Investigation Request Status Notification

Recards 1 -3 of 3, Page 1 of 1

Investigation Status Change Remove From
Category Type Request Status Date Display
Select Person Civilian Employee SEPR Approved PSQ 2006 01 26 -
View SMO Civilian Employee  SSBI Revised PSQ 2006 02 DB_ r
CreateModify Visit
Motifications + Civilian Ermployee S5BI Initiated PSI 2006 02 08 O

ss Suspension
:-.:ct}un by Swc SMO Records 1 -3 of 3, Page 1 of 1
' Aging Interim
rmation Rgst

Eligibility Change

® Incident Update Confirm

®_Invest Rgst Status —I M
Message From CAF
Overdue
Projected Losses

*.Reactivate Rqst Stat MNotice: Under the Privacy Act of 1974, you must safeguard personnel infarmation retrievad through this system. Disclosure of information is
g';:“es"““se governed by Title 5, United States Code, Section 552a Public Law 93-579, DoDD 5400.11, DaDR 5400.11-R and the applicable serice directives.
WVisit

Reports »

PSM Net

Manage Invest Rgsts b

Home

Chg Password

Chyg CategoryiLewvel

Tutorial
Logout

[ https://ipasapp.dsis.dod mil IPAS /serviets/com.eds. pas. clisnt servlets JCAVS InvestigationRlequestStatusH tficationServiet [ &[5 @ Intemet
#Mstart|||[£310avS Main Screen ... BDoc2s.dac - Mioosoft ... | HMEEPRES ¢ Sd45%0@ amram

JPAS provides the iInvestigation request status to the
initiating Security Management Office.

External to JPAS, the “Approver” or “Overriding Approver”
notifies the applicant to make necessary changes to the PSQ
in e-QIP.

IT the applicant can not get into e-QIP using their former
“Golden Questions” or they have forgotten their “Golden
Questions” the applicant must contact the Defense Security
Service (DSS) Helpdesk at 1-888-282-7682 to have their
“Golden Questions” reset.
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File  Edit  View

3 ICAVS Main Screen

Favorites

Revise Personnel Security
Questionnaire

Microsoft Internet Explorer

Toals  Help

4 Back + = - D a1 ‘ (@ Search [ Favoites (5 Media @l B

Select Person

\View SMO

CreateModify Visit

Notifications
Access Suspension

@ _Action by Svc SMO

ging Interim
CAF Information Rgst
ibility Change

Incident Update
Invest Rgst Status
Message From CAF
Overdue Suspense
Projected Losses

® Reactivate Rgst Stat
RRU Response
SOR
Wisit

Reports b

PSM Net

Manage Invest Rysts

Home

Chg Password

Chy CategoryiLevel

Tutorial

Logout

Address I@‘l hitps: 4 fpasapp. dsis. dod. mil AJPAS /servlets/com eds jpas. client. servlets JPAS ChooseRoleServlet

=l @eo |unks »| & -

Location Name: DIRECTOR MAWAL CRIMIMNAL INVESTIGATION SERVICE =
Street Address 1:716 SICARD STREET SE
Street Address 2:N/s
Street Address 3:N/A
City: WASHINGTON
State: District of Columbia Zip Code: 20358
“Location: Other
Location Name: HUMAN RESOURES SERVYICING CEMTER
Street Address 1:3230 RANDALL VwAY
Street Address 2:h/A
Street Address 3:h/A
City: SILVERDALE

State:Washington Zip Code:93333

Investigation Request Status History

Created By: 632854 - NCIS, Level 4
Revised By: 632854 - NCIS, Level 4
Revision Reason: Insufficient infarmation in PSQ

™ S N TS

Initiated PSI 2006 02 03
Ready for Review PS50 2008 02 07
- Revised P50 2006 02 03

Close

glcwemed by Title 5, United States Code, Section 552a Public Law 93-579, DoDD 5400.11, DoDR 5400.11-R and the applicable serice d\recliv?s._l;
4

Motice: Under the Privacy Act of 1974, you must safeguard personnel information retrieved through this system. Disclosure of information is

|@j Done

#listart|| |[£)1cAvS Main Screen ... ®Doczs.doc - Moosoft .

IMPORTANT NOTICE:
their forms, the PSQ Case Number changes.

[ =5 @mnere
HABEEREOE e 240808 amam

Each time an applicant has to revise
The

certifications must be resigned and redated and
submitted to the Security Manager.

41



Override a Pending
Investigation Request

/3 ICAVS Main Screen - Microsoft Internet Explorer
File Edit View Favortes Tooks Help |

= Back ~ = - @ a1 ‘ @Search [ Favorites @Med\a @l %v =N [
Address |@‘| https:#/jpasapp. dsis. dod mil AIPAS fservlets/com.eds jpas disnt. serviets JPASChooseRoleServst -] e |Links »|i -
?| Determine Investigation Scope -
Grade: BB Cateqgory: Active Duty - Enlisted (USN)
Active
Select Person Request: Az
View SMO
G PR “Eligibility: [SCI- DCID 644 =
Notifications »
Reports »
Access Number | Determine Investigation Type I
PSHM Het
Manhage Invest Rgsts » —
Home Initiation Scope
Chy Password Eligihility: 5CI - DCID 6/4
Chyg Category/Level
Tutorial
L:J;Jrll: R led | igation Type: SSBI Periodic Reinvestigation: No
*Investigation Type: | S5BI 'I
Override Justification: | j
- D" am
Sensitivity Level Code: Requires a higher Investigation
Transitioning to PSP
Duty/Position Code: | j
Recommended Service Code: 120 Days
*Service Code: | 120 Days =
Override Justification: = B
Ok Cancel | B
|&] Dore ’_’_E £ Intemnet
#listart|| |[&1cavs Man... [ElMicrosoft po... | Eloci - Miros... | &periodic Rein. . | | HAEEROD e 230hR0@ oasam

IT 1t 1s determined that the applicant requires a different PSI
for that which has been validated, you must override the
request.

Only levels 2 and 4 have permission.

1. Choose the type of iInvestigation
2. Choose the justification for the requested iInvestigation.
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Override a Pending
Investigation Request

JCAVS Maih Screen - Microsoft Internet Explorer

File Edit View Favortes Tooks Help

4 Back + = - D a1 ‘ (@ Search [ Favoites (5 Media @l B

Address |§‘| https:#/jpasapp. dsis. dod mil AIPAS fservlets/com.eds jpas disnt. serviets JPASChooseRoleServst -] e | Links * ‘&% -
=
Requese VA
“Eligibility: [SC1- DCID B4 5]
Select Person | Determine Investigation Type I

View SMO
Create/Modify Visit
Notifications »
Reports ¢ Eligibility: SCI - DCID 6/4
Access Number

[l Tl R led | igation Type: SSBI Periodic Reinvestigation: No
Manhage Invest Rgsts »

Home “Investigation Type: | S50 'l

Chy Password . o S
Chy CategarylLevel Override Justification: I

Tutorial
Logout *Sensitivity Level Code: |Military = _

puty/Position Cnde:I j

Initiation Scope

Recommended Service Code: 120 Days

*Service Code: | 120 Days =
Override Justification: =

Short Motice Assignment

Subject entering PSP C |
Subject entering School ﬂl

Motice: Under the Privacy Act of 1974, you must safeguard personnel information retrieved through this system. Disclosure of information is
governed by Title 5, United States Code, Section 552a Public Law 93-679, DoDD 5400.11, DoDR 5400.11-R and the applicable senice directives. =

&oens BT L —
iﬁﬁtart””@JCAVS Main Scre... [EMicrosoft PowerPa...| EDcl - Microsoft 0., I ®Doc27. doc - Micru...l THERERLD 2 e ‘5@3%@@ & oadam

1. |If a civilian, complete the “Sensitivty Level Code
2. Choose the sensitive level code. |If appropriate,

select the Duty/Position Code and choose the required
Jjustification for the request.
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PSI Automation Signature Pages

The following signature pages must be received
in JPAS to process an Investigation Request.

Certification of SF86

Authorization for Release of Information

Release ‘
B Medical Information |

There are two methods to provide the signature pages
through JPAS:

Fax or scan and upload
NOTE: Investigation initiated prior to 3 March 2007: Fax
the signature pages to OPM at 724-794-
1469/1412/1033.
Investigations initiated after 3 March: Fax the

signature pages to 1-866-804-0686 or uploaded
directly through selections in JPAS.
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Fax/Uploading Signature Pages

Any person can fax a signature page. JPAS optically reads,
using Optical Character Recognition (OCR), information on
the fax to associate the fax to the correct investigation
request and document type.

The Security Manager can print blank signature pages from
JPAS, or the person can print the signature pages from e-QIP
once they have been certified.

Faxed documents are stored in the JPAS repository until the
investigation request is approved. The documents are sent to
e-QIP with the approval.

DO NOT WRITE ANYTHING ON THE SIGNATURE FORMS.
DO NOT SEND A COVER SHEET.

Fax phone number: 1-866-804-0686

Uploading the forms

The JCAVS User can browse and select a document from a local
or network drive to upload.

The User identifies the type of document and the appropriate
investigation request through selections in JPAS.

Documents are uploaded directly to e-QIP in real-time and
are not stored in the JPAS document repository.
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Fax/Uploading Signature Pages

Signature pages can be viewed and replaced in JPAS.

Investigation Request Status Notification
— Redisplayed when a signature page i1s received
— Displays receipt of currently associated signature pages

JPAS displays Status History of signhature documents for an
Investigation Request.

— Method (Fax or Upload)
— Result (Success or Failure)

— ITf Failure, reason for failure. Only documents that
could be associated with the investigation request are
displayed in the status history.

— Date and Time
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JCAVS Approval Process

Official Personnel Folder

*Location:| Other
Location Name:|FT. LEE
Street Address 1:|123 Main Strest
Street Address 2:
Street Address 3:
City:|Columbus
State:| Ohio b Zip Code:|43017

Investigation Request Status History

Created By: “WiUODAA - LIS ARMY GARRISOMN FT LEE, Level 5
Documents: *SF8E Cert "Info Release Med Release

Initiated P35I 200501 13
Ready for Review PS50 200501 18
View PSQ View Blank Signature Pages Documents

) Stop PSOG & Review PSQ (O Review & Approve PSO (O Revise PSQ

[ Save ] [ Save and Return ] [ Cancel ]

At this point you can “Review”, “Review and Approve”, “Revise” or
“Stop” the PSQ based on permissions you were granted.

At any point after initiation and prior to approval or termination
of an investigation request, an Initiator, Overriding Initiator,
Approver, or Overriding Approver determines that investigation
request should be stopped.

The Initiator, Overriding Initiator, Approve, or Overriding
Approver chooses to stop the request.

JPAS sends the stop request to e-QIP. The e-QIP notifies JPAS that
the iInvestigation request has been stopped. JPAS notifies the
initiating SMO of the stopped iInvestigation request.

At any point after initiation and prior to termination of a stopped
investigation request, an Initiator, Overriding Initiator,
Approver, or Overriding Approver determines that the investigation
request should resume. The Initiator, Overriding Initiator,
Approver, or Overriding Approver my resume the investigation.

To view the applicant’s release forms click “View Signature Forms™”.
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Submitting e-QIP

“Location:| Other +|

Zip Code:|43017

State:| Ohio

Official Personnel Folder

Investigation Request Status History

Created By: WOUDAA - US ARMY GARRIZON FT LEE, Level &

Documents: |- *5FBG Cert *Info Release Med Release
L saws | Dae |
Initiated PSI 20050113
Ready for Review PS0 200501 18
View PSQ View Blank Signature Pages Documents

O Stop PS- O Review & Approve PSO O Revise PSQ
-{ Save l [ Save and Retum ] [Cancel]

IT you are ready to submit the questionnaire, click
“Approved” and then “Save”.

Note: The investigation will not be scheduled by OPM until
receipt of applicant’s release forms and fingerprint cards.
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) CR722 Prototype Review - Microsoft Internet Explorer provided by EDS COE

File Edit \Wiew Favorites Tools Help

@Back M <> | Iﬂ @ _;\J /._‘J Search ‘51:(Favoritas {‘} E <~ _&v .,_% - _J ﬁ

: Address ‘@ G IPASI99_TemplFishbaughDave\05_U1_PrototypesiCR7Z2Frame, html v‘ &

State: Ohio Zip Code: 43051 -
*Location: Other
Location Name: Somewhere
Street Address 1:123 Main Street
Street Address 2: N/A
Street Address 3:MN/A
Welcome City: Columbus

Non-Industry = . < s
Initiated AddModify Inv | ST HOMD Zip Code: 43017

Inv Rgst Status Notificati
CIOBETFLEIL AL PR Investigation Request Status History
Industry »
Other » Created By: WOLIDAA - US ARMY GARRISOMN FT LEE, Level 5

Documents: *SFE6 Cert “Info Release Med Release
Reviewed By: "WOLOAA - US ARMY GARRISOM FT LEE, Level 5
Approved By: WiUOAA - US ARMY GARRISON FT LEE, Level 5
Approver Phone: 555-1212

lllll" [ saws | Date |

Initiated P3I 2005 01 13
Ready for Review PS50 2005 01 18
Approved PEQ 2005 01 31

Documents

Close

[ee. [@r. [Bn. [&a.

[¥d. [@Ewm..

The JCAVS record above reflects the entire process.
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JCAVS Notification

ICA¥S Main Screen - Netscape = | E'lél
File Edit View @Go Communicator  Help

<« 2 3 D} 2 w3 4 3 @ .I

Back Forpad  Reload Home Search  Netzcape  Print Security Shop Stop

o (,%InstantMessage WebMaiI Calendar Radio People YellowF’ages Download Cuztomize..

v&‘ Bookmarks J‘ Metsite: Ihttps:a"f’ipasappZ.osd.milf’JF’AS.-"sewlets.-"com.eds.ipas.client zarvlets. JPAS ChoozeRoleServlet j @' what's Fielated

Investigation Request Status Notification

Records 1-10f 1, Page 1 of 1

Investigation Status Change Remove From
Type Date Display

_ Civilian Employeﬂ Approved 2004 12 21 O

Records 1-10f 1, Page 1 of 1

SSN Name Category Request Status
Select Person
View SMO
CreateModify WVisit
Notifications v

Caonfirrn Cancel

Motice: Underthe Privacy Act of 1974, you must safeguard personnel information retrieved through this system. Disclosure of information is
governed by Title 5, United States Code, Section 552a Public Law 93-579, DoDD 5400.11, DoDR 5400.11-R and the applicable serice directives

Reports ¢

Access Number
PSM Net

Home

Chyg Password

Chyg CategoryiLevel
Tutorial

|Dacument: Done S A e B |

iaStart”J ﬁJPAS Gatewa.‘.l ﬁ]cnvs Main ... Microsoft Pa... | @e-qip screens...l Inbox-Micro.‘.l ﬁNetscape | J m ﬁ F§ K »|5@5&@Qﬂ B 10:09 AM

The JCAVS notification reflects that the Security Manager has
approved and submitted the questionnaire.
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Investigation Receipt

eh - Microsoft Internet Explorer

File Edit View Favortes Tooks Help |

= Back ~ = - @ a1 ‘ @Search [ Favorites @Med\a @l %v =2 |

Address Iﬂj hitps: 4 fpasapp. dsis. dod. mil AJPAS /servlets/com eds jpas. client. servlets JPAS ChooseRoleServlet

& -
=

=l @eo [unks »

Person Category Information

Cateqgory Classification: M/A
Organization: 63285, 53285, 63285, 63285, OC, 20388
Organization Status: N/A,
Occupation Code: 1311
SCI SMO: MAA
Non-SCI SMO: NCIS, Level 4, 2024339631, caborden@@ncis. navy.mil
Servicing SMO: Mo

Separation Date: N/A
Select Person
View SMO
Create/Modify Visit
Notifications

Access Suspension Office Symbol: N/~ Grade: G509
s hy5u|: SMO Position Code: M/& PS:Mon Critical Sensitive
ng Interim Arrival Date: M/ RHLTD: M/,
CAF Information Rqst Office Phone Comm: M/ Office Phone DSHN: N/A
ility Change Separation Status: M/ TAFMSD: M2,

I ent Update
. Invest Rgst Status
Message From CAF
Overdue Suspense
Projected Losses
® Reactivate Rgst Stat
RRU Response

Interim: Interim Secret, 2005 06 058 Proj. Departure Date: N/
Proj. UIC/RUC/PASCODE: hiA
Report Incident In/Out Process

Remarks

Suspense Data Investigation Request

SOR
Wisit
Reports b
PSHM Het
Manhage Invest Rgsts »
Home
Chg Pasgwnrd
Chy Cate
Tutorial
Logout

Investigation Summary

Investigation History

Adjudication Summary

External Interfaces
Perform Sl Search

=

Motice: Under the Privacy Act of 1974, you must safeguard personnel information retrieved through this system. Disclosure of information is

governed by Title 5, United States Code, Section 552a Public Law 93-679, DoDD 5400.11, DoDR 5400.11-R and the applicable senice directives. =

=R Y
BB A 115 am

|ﬁj Done

#listart|| |[£)1cAvS Main Scre... | [ElMicrosoft Powerpo. .

&b - Microsoft ., I B]E-CIP, doc - Micrcls...l H o EE B R

To verify that OPM has received the e-QIP, click on
“Perform S11 Search”.
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Investigation Receipt

e-Clearance - Netscape - (=] x]
File Edt Wiew Go Communicator Help

I T T P R T A

Back Fammard  Reload Home: Search  Metscape  Print Security Shap Stap
&InstamlMessage “wiebhail Calendar Radio People “Vellow Pages Daownload Customize...

,‘! 7 Bookmarks \g& Metsite: Is Hipasapp2. osd mil AIPAS fserviets/com.eds.jpas. client. serviets. CAVS MAPersonSummarny S ervlet PinitialProcess=falseblink=ICAVSellearanceSIl j @' ‘what's Related

] e-Clearance

Requested Person Information

Sl Person Information
Country of Birtl

Sl AKA Names

Sl Investigation Summary
OFI79PRI From D/DEFENSE, Case # PB520054 CLOSED, Closing Action: CLOSED COMPLETE 1995 02 28, File Available: N

NACI (NR) From OPM, Case # 51141846 CLOSED PHASE I, Closing Action: PROCESSED 1952 04 28, Filk Available: N
- SSBK-PR From OPM, Case # 05J01868 RECEIVED, Closing Action: , File Available: N

Sl Clearance Summary

Sll Messages

Cloge |

Notice: Under the Privacy Act of 1974, you must safeguard personnel information retrieved through this systern. Disclosure of information is governed by Title 5, United
States Code, Section 552a Public Law 93-579, DoDD 5400.11, DoDR 5400.11-R and the applicable serice directives

& =5=] [Document: Done
iﬁstartl“ I PAS Gateway - Netscape | FERE ICAVS Main Streen - Nets...”@e-tlearance - Netscape [T Microsaft PowerPairk

e JE AR )

|HEEFE K > 5¢a0% 11:54AM

OPM has received the e-QIP. Once the e-QIP release forms

and fingerprint cards, i1If applicable, are mailed to OPM the

investigation will be scheduled and reflected as an open
investigation in JCAVS.
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Mailing Instructions

Mail fingerprint cards (SF-87 or FD 258s) to:

E-QIP Rapid Response Team - Used for FEDEX
OPM-FIPC
1137 Branchton Rd.

Boyers, PA 16018

Or

E-QIP Rapid Response Team
OPM-FIPC

P.O. Box 618

Boyers, PA 16018

53




Items Most Often Requiring Corrective
Action

Releases not dated, signed or legible. Modifications
must be initialed by the applicant.

DOB or POB discrepancy between the fingerprint card
(FPC) and the questionnaire.

Full middle name required on FPC (must match the
questionnaire). If no middle name indicate “NMN”, if
initial only indicate “107.

City, State, Zip Codes are required for ALL residence
and employment addresses.

SSNs and POB required for cohabitants on SSBI requests.

There are employment and residence gaps on the
guestionnaire.

IT legally separated from spouse, the applicant must
reflect separation date and current or last known
residence of spouse.

Failure to include marital status of previous spouse,
1T unknown, iIndicate unknown.

Clarify debts; indicate 1T still outstanding. Provide
comments In remarks section, if needed.

The applicant’s signed certification of accuracy of e-
QIP must be within 180 days.
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Fax Errors

Possible Fax Errors

eldentifying information on the fax cannot be associated to
Investigation Request in JPAS

The JPAS and the fax is associated with wrong the wrong
Investigation Request or Document Type
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